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i Kimberly Crabb
3640 Relling Lane Circle

Midwest City, Oklahoma ?3110

AM- 1D
March 18, 2004 b

FCC Chairman Michael Powell RECE,\/ED

Federal Communications Commissian
445 12th Street SW

washingtan, DC 20554 MAR 2 3 2004
] Fedﬂl'a!CD j .
FCC Chairman Powell: Muinunicatons Comm
Office of the & isslon

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyend thess existing
powers by trying to force the industry te actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key ta our personal cammunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly <¢reated a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping,

I look forward to hearing your thoughts on this matter.

Sincerely,

Kimberly A, Crahb
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Kathy Ogburn

7201 N 12TH AVE
Phoenix, AZ 85021

March 18, 2004

FCC Chairman Michael Powel] RECE'VED

Federal Communications Commission
445 12th Street SW

washington, DC 20554 MAR 2 3 2004
FCC Chairman Powell: FMmIC&mmumcahonsCommissbn
Office of the Seeretary

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary, Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveitlance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephale for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phane companies and data
sour<es like e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicatiaons, the
government 1s ¢reating the very real potential for hackers and thisves or
even rogue gavernment agents to access our persaonal communicatiaons. Past
efforts to provide this sort of backdoor access have not been successful and
enly created a rich apportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Kathy Oghurn
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Daniel Szyld
289 Loqust Street
Philadelphia, PA 19108

March 18, 2004

FCC Chairman Michael Powell EE[)
Federal Communications Commission
445 12th Street SW MAR 2 3 2004

Washington, DC 20554
Federal Cominunications Commission

FCC chalrman Powell: Office of the Seerstary

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement ts necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thisves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sucgestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Dr. Daniel Szyld
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Meredith Gene Pearcy

7538 Royer Ave
Canoga Park, CA 91307

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppesition to the
Department of Tustice 5 request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the gaovernment requiring all
new homes be built with a peephole for law enforcement to look through.

1 am very concerned that this reguirement represents an end-run argund
congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legisTative process ta alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

M. Gene Pearcy
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Robert Riopelle

4727 45th Avenue SW
Seattle, WA 98116

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems aropund
government eavesdropping. It is the eguivalent of the government requiring all
new homes be buiit with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Robert A. Riopelle




Fri 19 Mar 2004 17:22:24 PM EST P 5
Susan Crites

£109 Road HH .7
Lamar, CO B1052

March 18, 2004

FCC Chairman Michae] Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internmet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
requive Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to loaok through.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the fBI can collect information between sources 1ike phone companies and data
sources Tike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have nat been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping,

I Took forward to hearing your thoughts on this matter.

Sincerely,

Susan (rites
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Mark Dufresne

11 Smith Street
Nortaon, MA Q2766

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent af the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative pracess to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestien of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Mark E. Dufresne
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Faul De La Garza Und Sankel

1930 Blueridge Drive
Duncanyille, T¥ 75137

March 1B, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Interngt Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI 1s going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to leok through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
e€ven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward t£o hearing your thoughts on this matter.

Sincerely,

Paul J. De Lla Garza Und Senkel
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Will1am Lee

2521 Eva Loop
Flagstaff, AZ 86004

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
requite Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phane companies and data
sources 1ike e-mail. The fBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications. the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort aof backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

William Lee
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Julile DicCaro

1725 Brookfield Court
Aurora, IL 60504

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication segrvices be
required ta have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail., The FBI s adgressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persconal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, 1 urde you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technelogties should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Julie DiCaro
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patsy duffin

315 Carcia
san francisco, CA 34577

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As g concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <¢ommunications, the
government is creating the very real potential for hackers and thieves ar
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion af the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your tHuughts gon this matter.

Sincerely,

Patsy Duffin
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Marjorie Kessler

1733 Longacre Dr,
Houston, TX 7?7055

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the govermnment reguiring all
new homes be built with a peephole for law enforcement to look through.

1 am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between sources like phone companies and data
sources 1ike s-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative pracess to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Marjorie A. Kessler
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Jacinta Montoya

3144 Umatilla St. HB
Denver, CO 80211

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new hgmes be built with a peephote for law enforcement tg look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents  to access aur persanal communications., Past
efforts to provide this sort of backdoor access have not been successful and
gnly created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Jacinta Montoya
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Peter Bodlaender

3040 Silver Lea Terrace
Los Angeles, Ca;ifornia S0039

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not bhelieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to Took through.

I look forward to hearing your thoughts on this matter.

Sincerely,

Peter Bodlaender
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Brian Avery

9 Colony Rd
Lexington, MA 02420

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to force the industry to actually build jts systems around
government eavesdropping. It is the equivalent of the government requiring ail
new hames be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves ar
evenh rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technclogies should haye built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Brian Avery
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Ira Pulverman

23885 Trabuco Rd Apt 13
Lake Forest, CA 92630

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal c¢ommunications, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue government agents  to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely.

Ira Pulverman
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Hugh Mathesan

4081 S Aspen Ln
Evergreen, €0 80439

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI ton conduct surveillance. The FBI is going far beyond these existing
powers by trying te force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes bhe built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion aof the Department of
Justice that our new Internet communication technolcgies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Hugh J Matheson
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Robert Shaw

245 Saddle Wood Drive
Novato, CA 94945

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Cepartment of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do mot believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a2 peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources like e-mail, The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
EYEN rogue government agents To access pur personal communications, pPast
efforts to provide this sort aof backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge vyou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Robert Shaw
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Chris Goodwin

2825 Glenwood Dr #302
Boulder, Co B03D1

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

wWashington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It 1s the squivalent of the government reguiring ail
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 11ke phone companies and data
sources 1ike e-mail., The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urde you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies sheould have built-in
wiretapping,

I look forward to hearing your thoughts on this matter.

Sincerely,

Chris CGoodwin
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Danny Kleinman

5312 1/2 Village Green
Los Angeles, CA 30016

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
bepartment of Justice s request that all new Internet caommunication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Leongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be huilt with a peephole for law enforcement tao Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources 1ike phome companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thisves ar
even rogue government agents  to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoushts on this matter,

Sincerely,

Danny Kleinman
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March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

The implementation of these unwise regulations would create unanticipated
consequences by providing hackers and others additional opportunities for
disrupting the internet system.

I am very <oncerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal ¢ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that gur new Internet communication technologies should have built—in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Thomas B. Carter Ir,
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March 18, 2004
FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW
Washington, DC 205594
FCC Chairman Powell:
As a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.
It's time for you to stand up to John Ashcroft and say STOP!
This is a terrible idea and I think you should nip it in the bud.

Sincerely,

Judith Krain
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March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Paowell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatijon services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far hevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Stncerely,

Stephanie Rearick
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March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement 15 necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It 1s the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this regquirement represents an end—run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous sucgestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward te hearing your thoughts on this matter.

Sincerely,

Paul C. Giese




